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July 5, 2023 
 

Via U.S. Mail 
Fraud Section 
Commercial Litigation Branch 
U.S. Department of Justice 
175 N Street, NE 
Washington, DC 20002 
 
 
 Re: Fraud related to the procurement of the Pfizer COVID-19 Vaccine 
 
Dear Sir or Madam: 
 

We write on behalf of our clients, Dr. Naomi Wolf and Daily Clout, to urge the 
Department of Justice to bring a claim against Pfizer, Inc., for fraud in inducing the United States 
government to agree to buy Pfizer’s mRNA COVID vaccine.  

The government declared COVID-19 a national emergency in March 2020. In April 
2020, President Trump announced Operation Warp Speed (“OWS”), a joint initiative between 
the Department of Defense (“DOD”) and the Department of Health and Human Services 
(“HHS”). OWS’s goal, according to a government official who spoke to Science in May 2020, 
was to create a vaccine that would “prevent what looks increasingly like a second wave that 
could sweep come October, November.”  

According to the Science article, the key factors in the government’s efforts were “safety 
and the potential to make hundreds of millions of doses quickly.” Many people questioned this 
effort, with Peter Hotez of the Baylor College of Medicine saying that he did not “see a path by 
which you can collect enough efficacy and safety data by the end of the year.” 

Pfizer did not develop its mRNA shot in the United States. It partnered with BioNTEch, a 
biotechnology company in Germany. But, after learning that the United States government had 



 

offered to buy virtually every dose of a successful vaccine—an offer worth billions of dollars—
Pfizer began aggressively marketing its shot to the United States government.  

We do not yet have access to the initial communications between Pfizer and government 
officials, though we have sought them through Freedom of Information Act requests, and they 
would be available to DOJ investigators. But we know essentially what Pfizer said: it told the 
United States government that its mRNA shot would prevent people from being infected with the 
virus that causes COVID-19 and could be developed so quickly—and with so few side effects—
that it would bring a swift end to the pandemic. Thus, on July 22, 2020, Pfizer announced that 
United States government had placed an initial order of 100 million doses (for $1.95 billion), 
with the option to acquire up to 500 million additional doses (for billions more) (the “Purchase 
Agreement”). A copy of the agreement, dated July 21, 2020, is attached to this letter as Exhibit 
“A.”  

The Purchase Agreement reflected the material misrepresentations we believe Pfizer had 
made to the United States government during the procurement, including the key statement that 
the Pfizer shot was “aimed at preventing COVID-19 infection ….” (Exhibit A, at p. 3 [Statement 
of Work].)  

Of course, the agreement was conditioned on Pfizer getting FDA approval for its shot. 
That occurred after the parties signed the Purchase Agreement. Thus, Pfizer had a continuing 
duty to be truthful to the government when seeking FDA approval and, if it received approval, 
when rolling the shot out to the American public. During this critical period, from August 2020 
through the fall of 2021, Pfizer made numerous material misrepresentations to DOD and HHS 
officials, among others (including White House officials), about the safety and efficacy of its 
COVID shot.  

For example, when seeking emergency use authorization from the FDA in December 
2020, Pfizer said its shot was “95 percent effective” in preventing COVID-19. But of the 40,000-
plus people who participated in Pfizer’s trial, thousands contracted COVID-19. Some of the 
vaccinated people even contracted COVID-19 and got seriously ill or died from it. Pfizer simply 
excluded those people from the data it reported to the FDA. It also manipulated the data by 
creating a small focus group of 170 people whose results gave Pfizer the 95 percent efficacy 
figure it knew the government was looking for.  

Pfizer received more accounts of vaccine failure after the FDA presentation, including 
thousands of vaccine recipients who contracted COVID-19 in late 2020 and early 2021, as Pfizer 
began administering the vaccine across America. Pfizer had a contractual and common law duty 
to disclose this data to the government, but doing so could have cost it billions of dollars, so it 
withheld and manipulated the data until the government had purchased so much of Pfizer’s 
shot—and committed to universal COVID vaccination as a national public health policy—that it 
was impractical for the government to cancel the Purchase Agreement.  

Moreover, Pfizer’s phase 3 trial was supposed to compare the vaccine group to the 
control group for two years to measure the true effectiveness and safety of the shot. But Pfizer 
eliminated most of the control group after four months by vaccinating those who had received 
the placebo injection. It did that to eliminate data that could undermine its vaccine rollout and 



 

prevent Pfizer from getting the billions of dollars the United States government had committed 
under the Purchase Agreement.  

Pfizer also withheld and manipulated data about the shot’s safety. For example, by early 
2021, Pfizer had received numerous reports of myo-pericarditis in people shortly after they 
received the COVID shot. Pfizer did not report that data to the government. It also withheld other 
reports of side effects during the first few months of the vaccine rollout. Indeed, Pfizer received 
so many reports of side effects during the vaccine rollout that it had to hire 2,400 additional 
people to process the paperwork. Despite receiving these tens of thousands of reports of side 
effects—some serious—Pfizer told the government that “no new safety signals or vaccine lack of 
efficacy have emerged ….”  

Similarly, during the first three months of the vaccine rollout, at least 270 pregnant 
women reported a vaccine injury. Inexplicably, Pfizer only followed 32 of them, a startling low 
figure. Even then, 28 of those 32 babies died, a shocking 87.5 percent. Pfizer did not report that 
data from the government. (As a general matter, Pfizer withheld and concealed data about the 
shot’s effect on pregnant women from the government because it was so damaging to the “safe 
and effective” mantra).  

Other examples of Pfizer’s fraud abound. Our clients have spent months studying them 
and would be happy to share them with you.   

The FDA relied on these misrepresentations and omissions when it approved the Pfizer 
shot for emergency use on December 11, 2020. The United States government further relied on 
these misrepresentations and omissions when it fulfilled its initial purchase of 50 million COVID 
shots and, between December 2020 and October 2021, when it purchased an additional 550 
million doses of the shot. These purchases cost American taxpayers more than $5 billion. They 
were based on lies, statements and data that Pfizer knew were false—or, at minimum, 
misleading—and which Pfizer intended that the United States government rely on when entering 
into the Purchase Agreement and fulfilling the billions of dollars in purchases under it.  

Those actions are unlawful. The False Claims Act, 31 U.S.C. §§ 3729 et seq., provides 
that any person who knowingly submits, or causes to submit, false claims to the government is 
liable for three times the government’s damages plus a penalty linked to inflation. The DOJ has 
recovered tens of billions of dollars in such claims, which often involve health care. Although 
most often used against fraudulent billing practices, a False Claims Act claim can be based on 
fraud in the inducement. Under this theory, a contractor is liable “for each claim submitted to the 
Government under a contract which was procured by fraud, even in the absence of evidence that 
the claims were fraudulent in themselves.” United States ex rel. Bettis v. Odebrecht Contractors 
of Cal., Inc., 393 F.3d 1321, 1326 (D.C. Cir. 2005). This doctrine applies both when “a party 
makes promises at the time of contracting that it intends to break” and when the party’s false 
statements “induced the government to make the initial contract or caused it to agree on 
particular contract terms or modifications.” United States v. DynCorp Int’l, LLC, 253 F. Supp. 
3d 89, 105 (D.D.C. 2017) (quotations and citations omitted).  

The latter applies here. Put simply, Pfizer made numerous misrepresentations, and failed 
to disclose material facts, that induced the United States government to enter the Purchase 



 

Agreement and to spend more than $5 billion in taxpayer money on shots that did not do what 
Pfizer said they would do. Pfizer defrauded the government, plain and simple. It defrauded the 
American public. And it knew what it was doing. At minimum, the evidence our clients have 
gathered shows Pfizer acted with reckless disregard for the truth when making statements about 
the safety and efficacy of its COVID shot to government officials between 2020 and 2022. That 
is enough to satisfy the False Claims Act’s scienter requirement. See id. at 108 (noting that 
“knowledge for False Claims Act purposes includes deliberate ignorance or reckless disregard 
for the truth or falsity of information”); see also United States ex rel. Anita Silingo v. WellPoint, 
Inc., 904 F.3d 667, 679–80 (9th Cir. 2018) (noting that this element may be alleged generally 
and that official corporate statements are sufficient to plead it).  

In sum, our clients have developed significant evidence that Pfizer defrauded the United 
States government in procuring the Purchase Agreement. It defrauded the government—and 
American taxpayers—of more than $5 billion in purchases under that agreement. Those actions 
violate the False Claims Act and give the United States a common law claim for unjust 
enrichment. See United States ex rel. Shemesh v. CA, Inc., 89 F. Supp. 3d 67, 80-81 (D.D.C. 
2015) (holding that such claims can be alleged in false claims case based on fraud in the 
inducement).  

The COVID-19 pandemic may be over, but Americans are still dealing with the damage 
it caused. Forcing Pfizer to disgorge the billions of dollars it made off its fraudulent COVID shot 
is a key step in that recovery. It will compensate American taxpayers and send a message to 
companies who seek to profit, unjustly, off national emergencies.  

That is why Congress passed the False Claims Act in the first place. The law dates to the 
Civil War (when it was called “Lincoln’s Law”). It was enacted to address rampant profiteering 
by government contractors who defrauded the government during that national emergency. The 
most recent national emergency was no different. If anything, given COVID’s global scope and 
the vast amounts of money governments were willing to spend to address it, the opportunities for 
fraud were greater. The government’s response should match it.   

Thank you for your time and attention to this matter. We look forward to working with 
you. 

  

 Sincerely, 
 
 
 
Scott J. Street 
for JW HOWARD/ATTORNEYS, LTD. 

 

































































 

• system document control 
• system backup 
• system disaster recovery 
• incident response 
• system audit procedures 
• property accountability 

2. Site Security Master Plan 
Description: The partner facility shall provide a site schematic for security systems which includes: main access 
points; security cameras; electronic access points; IT Server Room; Product Storage Freezer/Room; and bio-
containment laboratories. 

  

3. Site Threat / Vulnerability / Risk Assessment 
Description: The partner facility shall provide a written risk assessment for the facility addressing: criminal threat, 
including crime data; foreign/domestic terrorist threat; industrial espionage; insider threats; natural disasters; and 
potential loss of critical infrastructure (power/water/natural gas. etc.) This assessment shall include recent data 
obtained from local law enforcement agencies. The assessment should be updated annually. 

  

4. Physical Security 
Description: 
Closed Circuit Television 
(CCTV) Monitoring 

a) Layered (internal/external) CCTV coverage with time-lapse video 
recording for buildings and areas where critical assets are processed or 
stored. 

b) CCTV coverage must include entry and exits to critical facilities, 
perimeters, and areas within the facility deemed critical to the execution of 
the contract. 

c) Video recordings must be maintained for a minimum of 30 days. 
d) CCTV surveillance system must be on emergency power backup. 
e) CCTV coverage must include entry and exits to critical facilities, 

perimeters, and areas within the facility deemed critical to the execution of 
the contract. 

f) Video recordings must be maintained for a minimum of 30 days. 
g) CCTV surveillance system must be on emergency power backup. 

Facility Lighting a) Lighting must cover facility perimeter, parking areas, critical 
infrastructure, and entrances and exits to buildings. 

b) Lighting must have emergency power backup. 
c) Lighting must be sufficient for the effective operation of the CCTV 

surveillance system during hours of darkness. 
Shipping and Receiving a) Must have CCTV coverage and an electronic access control system. 

b) Must have procedures in place to control access and movement of drivers 
picking up or delivering shipments. 

c) Must identify drivers picking up Government products by government 
issued photo identification. 

Access Control a) Must have an electronic intrusion detection system with centralized 
monitoring. 

b) Responses to alarms must be immediate and documented in writing. 
c) Employ an electronic system (i.e., card key) to control access to areas 

where assets critical to the contract are located (facilities, laboratories, 
clean rooms, production facilities, warehouses, server rooms, records 
storage, etc.). 

d) The electronic access control should signal an alarm notification of 
unauthorized attempts to access restricted areas. 

e) Must have a system that provides a historical log of all key access 
transactions and kept on record for a minimum of12 months. 



 

f) Must have procedures in place to track issuance of access cards to 
employees and the ability to deactivate cards when they are lost or an 
employee leaves the company. 

g) Response to electronic access control alarms must be immediate and 
documented in writing and kept on record for a minimum of 12 months. 

h) Should have written procedures to prevent employee piggybacking access 
i) to critical infrastructure (generators, air handlers, fuel storage, etc.) should 

be controlled and limited to those with a legitimate need for access. 
j) Must have a written manual key accountability and inventory process. 
k) Physical access controls should present a layered approach to critical 

assets within the facility. 
Employee/Visitor 
Identification 

a) Should issue company photo identification to all employees. 
b) Photo identification should be displayed above the waist anytime the 

employee is on company property. 
c) Visitors should be sponsored by an employee and must present 

government issued photo identification to enter the property. 
d) Visitors should be logged in and out of the facility and should be escorted 

by an employee while on the premises at all times. 
Security Fencing Requirements for security fencing will be determined by the criticality of the 

program, review of the security plan, threat assessment, and onsite security 
assessment. 

Protective Security Forces Requirements for security officers will be determined by the criticality of the 
program, review of the security plan, threat assessment, and onsite security 
assessment. 

Protective Security Forces 
Operations 

a) Must have in-service training program. 
b) Must have Use of Force Continuum. 
c) Must have communication systems available (i.e., landline on post, cell 

phones, handheld radio, and desktop computer). 
d) Must have Standing Post Orders. 
e) Must wear distinct uniform identifying them as security officers. 

5. Security Operations 
Description: 
Information Sharing a) Establish formal liaison with law enforcement. 

b) Meet in person at a minimum annually. Document meeting notes and keep 
them on file for a, minimum of 12 months. POC information for LE 
Officer that attended the meeting must be documented. 

c) Implement procedures for receiving and disseminating threat information. 
Training a) Conduct new employee security awareness training. 

b) Conduct and maintain records of annual security awareness training. 
Security Management a) Designate a knowledgeable security professional to manage the security of 

the facility. 
b) Ensure subcontractor compliance with all Government security 

requirements. 
6. Personnel Security 

Description: 
Records Checks 

Verification of social security number, date of birth, citizenship, education 
credentials, five-year previous employment history, five-year previous residence 
history, FDA disbarment, sex offender registry, credit check based upon position 
within the company; motor vehicle records check as appropriate; and local/national 
criminal history search. 

Hiring and Retention 
Standards 

a) Detailed policies and procedures concerning hiring and retention of 
employees, employee conduct, and off boarding procedures. 



 

b) Off Boarding procedures should be accomplished within 24 hour of 
employee leaving the company. This includes termination of all network 
access. 

7. Information Security 
Description: 
Physical Document Control a) Applicable documents shall be identified and marked as procurement 

sensitive, proprietary, or with appropriate government markings. 
b) Sensitive, proprietary, and government documents should be maintained in 

a lockable filing cabinet/desk or other storage device and not be left 
unattended. 

c) Access to sensitive information should be restricted to those with a need to 
know. 

Document Destruction Documents must be destroyed using approved destruction measures (i.e. 
shredders/approved third party vendors / pulverizing / incinerating). 

8. Information Technology & Cybersecurity 
Description: 
Identity Management a) Physical devices and systems within the organization are inventoried and 

accounted for annually. 
b) Organizational cybersecurity policy is established and communicated. 
c) Asset vulnerabilities are identified and documented. 
d) Cyber threat intelligence is received from information sharing forums and 

sources. 
e) Threats, vulnerabilities, likelihoods, and impacts are used to determine 

risk. 
f) Identities and credentials are issued, managed, verified, revoked, and 

audited for authorized devices, users and processes. 
g) Users, devices, and other assets are authenticated (e.g., single-factor, 

multifactor) commensurate with the risk of the transaction (e.g., 
individuals' security and privacy risks and other organizational risks) 

Access Control a) Limit information system access to authorized users. 
b) Identify information system users, processes acting on behalf of users, or 

devices and authenticate identities before allowing access. 
c) Limit physical access to information systems, equipment, and server 

rooms with electronic access controls. 
d) Limit access to/ verify access to use of external information systems. 

Training a) Ensure that personnel are trained and are made aware of the security risks 
associated with their activities and of the applicable laws, policies, 
standards, regulations, or procedures related to information technology 
systems. 

Audit and Accountability a) Create, protect, and retain information system audit records to the extent 
needed to enable the monitoring, analysis, investigation, and reporting of 
unlawful, unauthorized, or inappropriate system activity. Records must be 
kept for minimum must be kept for 12 months. 

b) Ensure the actions of individual information system users can be uniquely 
traced to those users. 

c) Update malicious code mechanisms when new releases are available. 
d) Perform periodic scans of the information system and real time scans of 

files from external sources as files are downloaded, opened, or executed. 
c olifigui a non 'Management a) Establish and enforce security configuration settings. 

b) Implement sub networks for publically accessible system components that 
are physically or logically separated from internal networks. 



Contingency Planning a) Establish, implement, and maintain plans for emergency response. backup 
operations, and post-disaster recovery for information systems to ensure 
the availability of critical information resources at all times. 

Incident Response a) Establish an operational incident handling capability for information 
systems that includes adequate preparation, detection, analysis, 
containment, and recovery of cybersecurity incidents. Exercise this 
capability annually. 

Media and Information 
Protection 

a) Protect information system media, both paper and digital. 
b) Limit access to information on information systems media to authorized 

users. 
c) Sanitize and destroy media no longer in use. 
d) Control the use of removable media through technology or policy. 

Physical and Environmental 
Protection 

a) Limit access to information systems, equipment, and the respective 
operating environments to authorized individuals. 

b) Intrusion detection and prevention system employed on IT networks. 
c) Protect the physical and support infrastructure for all information systems. 
d) Protect information systems against environmental ha7ards 
e) Escort visitors and monitor visitor activity. 

Network Protection Employ intrusion prevention and detection technology with immediate analysis 
capabilities. 

9. Transportation Security 
Description: Adequate security controls must be implemented to protect materials while in transit from theft. 
destruction manipulation, or damage. 
Drivers a) Drivers must be vetted in accordance with the Government Personnel 

Security Requirements. 
b) Drivers must be trained on specific security and emergency procedures. 
c) Drivers must be equipped with backup communications. 
d) Driver identity must be 100 percent confirmed before the pick-up of any 

Government product. 
e) Drivers must never leave Government products unattended, and two 

drivers may be required for longer transport routes or critical products 
during times of emergency. 

f) Truck pickup and deliveries must be logged and kept on record for a 
minimum of 12 months. 

Transport Route. a) Transport routes should be pre-planned and never deviated from except 
when approved or in the event of an emergency. 

b) Transport routes should be continuously evaluated based upon new 
threats, significant planned events, weather, and other situations that may 
delay or disrupt transport. 

Product Security a) Government products must be secured with tamper resistant seals during 
transport, and the transport trailer must be locked and sealed. 

• Tamper resistant seals must be verified as "secure" after the 
product is placed in the transport vehicle. 

b) Government products should be continually monitored by GPS technology 
while in transport, and any deviations from planned routes should be 
investigated and documented. 

c) Contingency plans should be in place to keep the product secure during 
emergencies such as accidents and transport vehicle breakdowns. 

10. Security Reporting Requirements 
Description: The partner facility shall notify the Agreement Officer within 24 hours of any activity or incident that 
is in violation of established security standards or indicates the loss or theft of government products. The facts and 
circumstances associated with these incidents will be documented in writing for government review. 

 

11. Security Audits 



Description: The partner facility agrees to formal security audits conducted at the discretion of the government. 
Security audits may include both prime and subcontractor. 


